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T IBAR RS liEEE WHAT IS BUSINESS ETHICS

LS EREX SEEEEL S, BERiEN. SFMRRSEEE. 510, B2l T EN/EEENRE R

The definition and scope of Business ethics change as culture, policy and economy develops. The common topics in modern corporate Code of Conduct and ethics protocols include:

“‘ "
| ~

FZRIHZE Conflict of interest
» N, REF/RZEMN Fair competition, Anti-trust

» HEFFOFLER Intellectual property, Confidential information

» RASSMEME Anti-corruption and Bribery

= %5% Money laundry

» NEIXZ Insider trading

» (SELE Information security

» ISESIREREMASEERM Financial reporting and accurate information
» ICRIRTFFIILEE Record keeping and disclosure

» IS EEH Discrimination and harassment

» T{EIFr&R e 53R1E Safety and Environment at workplace

= ZBRZERIF Whistle blowing and Grievance



BEIZEIEERNSEEE WHY IS IT IMPORTANT TO MANAGE
BUSINESS ETHICS

Eﬁ#;:u }u{ FH’_’] ﬂ%?iﬂ'ﬁ}"{ﬁﬁﬁ}ﬂ}] How does building management systems that govern business ethics help your business?
FEEINBEERIESK Meet requirements of laws and regulations

« JAZIZEPFFIHA Meet customer expectations

o (BHAEFEAENMSERERRIEFT Promote sustainable growth and efficiency

o FELTFHEERIEK Meet expectations of responsible investors
« PEEEXPE Mitigate reputational risks

o RN HIZEENRBEEERIR Respond to market shift and consumer awareness

E?J: %’ﬁ, ﬁ!l.k.%a:Ll-F’ \;F,E yj'Eﬁ:'ﬂ}lk %ﬂwgfﬁﬂﬂﬁﬁﬁé Companies generally disclose their business ethics management protocols in:
« BB Company website
o NEIHT/EN Code of Conduct
o NEIEEARERE / BITSEFIRE Sustainability report / CSR report
o NEESG (FAIE, 115, iRIE) #RES ESG report
o NEIFERE Annual report
o F=FEHIHRE 39party audits



EIMEEEKEM LAWS & REGULATIONS ON BUSINESS ETHICS

= ﬁﬂiﬁ%*ﬂ*iﬁ*m - I:F@ Laws and regulations on Business ethics in China

o {MEE) china‘s Criminal Law

) «ﬁ*E%ﬁ%fﬁ» the Anti-Unfair Competition Law (AUCL)

O ((:IJQAERWEI?E%E‘Q%%WJ)) Regulations of the People's Republic of China on the Punishment of Corruption
) «*T%Eﬁﬂﬂﬁﬂﬁfiﬁﬂggfi*ﬂﬁ» Provisional Provisions on the Prohibition of Commercial Bribery

) «HJQAE;E*HEWF&%MH&» Government Procurement Law of the People's Republic of China

@) ((:IJ&AE?E*I]EI&EEE%)} Antimonopoly Law of the People's Republic of China

) ((H:&AE;EWEI?E*;T:}QE%)) Tendering and Tendering Law of the People's Republic of China

¢) «¢¢Aﬁ;§*ﬂ@,§§ﬁ€§f£» Anti-Money Laundering Law of the People's Republic of China

§i§ «Bﬁmﬂﬁmﬁ%ﬁ“» Regulations on the Prevention of Bribery in Hong Kong

O



EAMEEEKZEM LAWS & REGULATIONS ON BUSINESS ETHICS

o

» EAVEEIEXKE - EtBESR Laws and regulations on Business ethics in other countries

FBAFINE (1955 SFRliEER (GEEXFE) ) PABMMakit X 3Zi% Australia's 1955 Penal Code (Australian Commonwealth)

("Australian Federal Penal Code") and state or territory legislation

ENE (2018 FFRBAEIM (1217) %) . (1860 fFRIEH) . (2013 FRFE) . (2013 FRRILETE) .
(2016 EATME (fZ1T) &) India's Corruption Prevention (Amendment) Act 2018 (POCA), India’s Criminal Code 1860
(IPC), Companies Act 2013, Citizenship Monitoring Act 2013, Corporate Monitoring (Amendment) Act 2016

BF (i) 1 (RAIELTZFIE) Japan's Penal Code and the Anti-Unfair Competition Act (UCPA)

FHE (i) . (NELTDSELTEE) . (BUMEEREBUNRNEISURMBEYE) . GIHHME2
SAREEIFEWZZZNSEL) . PR (FIEXHZEWBFZMEL) The Korean Penal Code, the Increased Penalties for

Specific Crimes Act (SCA), the Establishment and Operation of the Anti-Corruption and Civil Rights Commission and the Prevention
of Corruption Act (ACA), the Anti-Foreign Public Officials Bribery act (FBPA),, and the Unfair Solicitation and Bribery Act

FAONME (RUEER) LABz (FRPBEMIZEY Singapore Penal Code and Corruption Prevention Act (PCA)
HE (2010 F£RMEMGIE) UK Bribery Act 2010 (UKBA)

EE1977F (RiBIMNBWMEE) U.S. Foreign Corrupt Practices Act of 1977 (FCPA)



9251918 POLLS & DISCUSSIONS

SERENAERIRILEERRES BN (2i%)

What topics do your Business ethics policies address (multiple choices) ?

= FIZF)HSE Conflict of interest

» NFRF. R5EF/RZEWT Fair competition, Anti-trust

» FEFFOFLER Intellectual property, Confidential information
» REATSSMENE Anti-corruption and Bribery

= 55% Money laundry

» NEAIZS Insider trading

» {SE&LE Information security

» SRS REMASHIERM Financial reporting and accurate information
» IORIRTFFIEEE Record keeping and disclosure

» ST Discrimination and harassment

» T{EIAfr& e 5INE Safety and Environment at workplace

» ZR N EIF Whistle blowing and Grievance

* SRIRAEERER, 90%ENEEHERILERER (FHIRSAIX: 10)

Pre-event survey indicates that 90% of the suppliers have developed business ethics policies (Valid feedback: 10)



9251918 POLLS & DISCUSSIONS

SRS EE /1R S S ERIHE K Rk LS

How does your organization report Business ethics policies or practices (multiple choices) ?

» ELEIEMIEEE on company website

» RIWAET/IHER publish Code of Conduct

» EAEAEFSRRERE / BV SRERSEFIEEE in sustainability report / CSR report

» EAEESG (ANE, tt%, 151 IREIEEE in ESG report

» EREIFEERESIEE in annual report

» EE=HITHRETEEE in 3 party audits

» BREENEXBERBRIEDIEEE we have business ethics policies in place but don’t formally disclose it
» EREIERVEERIEXBIEE we don’t have business ethics policies in place

* SEIRAEERER, I90%IHMEESHERILERER (FRIASAX: 10)

Pre-event survey indicates that 90% of the suppliers have developed business ethics policies (Valid feedback: 10)
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Anti-bribery & corruption third party risk management



AIM-PROGRESS =5 REESEUXILESETEHS
THIRD-PARTY ANTI-BRIBERY & CORRUPTION RISK

MANAGEMENT PROTOCOL TOOLKIT

AIM-PROGRESS ™"

CONSULTING

ethic

Third party anti-bribery &
corruption risk management
protocol toolkit

August 2016

%EH Rl,[iﬁ%ﬂ{zlsgﬁ_\z"ﬁﬁu'lzgzs #ﬂE Basic qualities for a third-party risk management system:

»  EMIRYE(ERIS, BBIRSE = KBS EEREAYERI ] Clear roles and responsibilities, clear ownership

o HRIESCH - EREIREH(IESETEERYTHY Best practice - Central plus de-central roles:

BEH. EERKUZERIENRY, BEDNEPHEREY. &it. SHEEREE stong cenralised

responsibility for setting the policy, designing and communicating the programme, and oversight of it, driven by a Compliance,

Legal or Risk function

EH%M fﬁ%ﬁﬁﬂﬂgﬂl‘]W%Eﬁﬁﬁk{'ﬁ?ﬂ%%}%{#ﬁ Relationship owners, be they within procurement, sales or

elsewhere in the business are best placed to provide information on the third parties with which they work

HEXIFWSER,. EE. SH. USEEERITE. KERTHRMZITHIERRMEWSR Local
functional experts, Legal, Compliance or Finance provide the subject matter expertise to evaluate the information provided and

define the right response to mitigate the risk

»  FIEBRXEEIERTSES T Defined process and workflow

»  HEERIINB Y EREIRSEEIFFRIIE Responsible departments have the required resources and capabilities.



https://aim-progress.com/storage/resources/protocol-final.pdf

1. TRIENE=R

Know your 3rd parties

2. V&R KBS

Assess what risk they might
expose you to

3. ETEXPE

Decide how to deal with that
risk

4. BErSERRTE

Monitor for changes and
reassess

5. IR SHEE

Report on what you do




SE=H RIS ETEISES THIRD-PARTY RISK MANAGEMENT GUIDE

1. THHSRYSE=75 Know your third parties

»  WHBRIE =117 3E Categorise your third parties
o BIFFHEXERI] Government agencies
o {HRIFE Suppliers
o REFEINE=INIENHIEE Service providers such as certification agencies
o Hfth, IATEEBENENESHMGRKENKERLATNIERS. SHEm. ma. X, MIEEH. 88K

{55 Other, such as agents and representatives hired by companies to act on their behalf in dealing with external parties,

distributors, consultants, independent contractors, shareholding partners, etc

- BUHIEE, A—EEFSANESNERE (NNKE. HKX. #MEF) Build Repository to record third party basic

information (e.g. category, Location, Size, etc)

»  HR{ESCEE Best practice:

FRES=HRESIEEIRESETER, HS5QREERFNE, ERR—IRENB=FHTHE Al thid-

party data held in central data repository, categorised and segmented consistently, integrated with enterprise systems




SE=H RIS ETEISES THIRD-PARTY RISK MANAGEMENT GUIDE

1. THRERE= (RBREAE) Know your third parties (Due diligence)

AHCREREBEESHNTFNRELFES, SF
- EIRFIEFRESERE;

© AREMATERERE;

- IR B BETSMiCR.

AIEA:
- BEFMERAA I ERRL S S,
- FEIZREENEL SRR A

TUREATIE L ENLR:

. B A SRR RISt R R
o ELNERRTISET;

+ TULERARAEENIRNRTIRERES

BTN EHTRIGEAE, TRMENBEEEPARGICR. BIFXRNTIEESXEEGEE, Bl
FERHAIEMSIRBUFNI=HIXUBSE Due diligence reveals information on the third party’ performance record,

government relations, industry reputation and other key information, which helps organization to identify and manage
the associated risks.

FE—: AFHER

Source A. Public information
01 28IAES$BCompany history 05 B{F3RIE Media coverage

02 %BXAF) Affiliated companies 06 FASHERE Lawsuits and bankruptcy

RIRRESRIETINS B = SIERRER

03 {7MkASE Industry reputation 07 &#ligit Compliance record The findings may affect business decisions

04 BLA%E Political ties 08 [SHEXE Hidden relationships

FEZ: FANFEE (LHEL, ERMESF)

Source B. In-depth investigation (site visit, expert network, etc)




SE=H RIS ETEISES THIRD-PARTY RISK MANAGEMENT GUIDE

2.1 {HMEERXEE=FBXHKE (¥F) Assess what risk they might expose you to (initial assessment)

»  WE=AHTOEEE > RIESE (EHEMPESE) Initial assessment of third parties > Risk levels (H/M/L risks)
o HENEE/FINERTIHITHIEITE Can use questionnaires, scoring cards to conduct initial assessment.

o HIREEZ=ASMEX, ZACPIEEEIE MARKIENE=F1#H1TIFED Can utilise tools such as Corruption

Perceptions Index (CPI) to rate third parties based on their locations.

»  FEUSEENELLE, XWSHRERENEZS 2 REZARREANH—E G Based on the results of initial

assessment, arrange further assessments of varying rigor to be conducted for suppliers across risk levels.

Assess - initial

23 what risk they expose
you to

»  HR{ESCEE Best practice:

HNERB=FHUR—IRERTIESTE, WadsE/F/EREER, HRFE—EE, HNSRENSEZ=EH

— ey ¥

z"E_:MEFﬂiH ¥ All third parties are subject to a limited initial risk assessment which classifies them as H/M/L risk, with the

outcome recorded and higher risk third parties are subject to further assessment.




SE=H RIS ETEISES THIRD-PARTY RISK MANAGEMENT GUIDE

2.2 THMAESZEE=FHXBIXPE (E1F) Assess what risk they might expose you to (further assessment)

»  Sh/SRIERE=RIEVIAR, H—EIFMHERBS Contact suppliers of M/H risk levels to establish further assessment.
2D what risk they expose you » FERE=HFIEEER, MBAMSEREEIERME, FHEFRTESE To ensure that the information collected during

to in more detail

Assess - further

the assessment is complete and accurate, with proper documentation.

»  HFEBHEXMIHEISAIA STREVE(Y Personnel conducting the assessment should have experience in the relevant risk field.

»  E{ESERE Best practice:

BRENE=FIEZEHEBENH—S TGS 2, BiFGEEREXKEEN ISR, HMudEEE T XS
THMES(ERiEEHIE AW TR Al higher risk third parties are subject to a detailed risk assessment which requires the

collection and analysis of information from the third party, overseen by a risk function and supported by a tool with

assessment and recording functionality.




SE=H RIS ETEISES THIRD-PARTY RISK MANAGEMENT GUIDE

3. KSR Manage that risk

Manage »  RIBREKISTIEESER RZRELITE Formulate risk management plan and corrective action plan
3 »  BFEFIERE The risk management and corrective action plan should have

that risk

o BAMBAINERIAE Clear roles and responsibilities,

o  {7EmtXl K& Z HER Deadlines for corrective actions,
o FERAE=FITohAENATHIENME, BEESREERVHHRIIT Contractual means to safeguard execution.

= SE=FHSETEER (BiR) THaEE, —ESRIREAEESHSE =R SIEXFAYLL Corective actions
may required before commencing working with a third party. There may be cases where the risks identified during the

assessment lead to a decision not to work with the third party.
»  HR{ESCRE Best practice:

S5F=ASRNESFERNHER, NMRIESEERNEXFERS. WFaRRNE=SEHEZ, BE

ZERIICFRIESE All third-party contracts contain risk-mitigation elements, including Business ethics requirements. Audits

are conducted on higher risk third parties. All outputs are documented.




SE=H RIS ETEISES THIRD-PARTY RISK MANAGEMENT GUIDE

4. 1FEENE SEIE Monitor for changes and reassess

KB EMR/EEEN IS PERBEAIBE=F RS —ERRIMEE R ITE Compliance/Legal departments to set minimum

review frequencies for all third parties even those classified as low risk.

B— 1 EZRRIBEXRERIEA Define relationship owners.

+  E={ESCRE Best practice:

BERPHEITTERSEZ (BRIRSE=SMNSEHEZ) . RNERESEE. BUZAENE=AERIERICEM
i, MiSERSXHMEZEEEAREER Al third-party information is reviewed, updated and reassessed at minimum

globally applied review frequencies (annually for high risk) and a process exists to ensure new information on a third party

which emerges between reviews is captured and evaluated.




SE=H RIS ETEISES THIRD-PARTY RISK MANAGEMENT GUIDE

5. XSRS ETR ST

TR EFIHEE

Report on what you do

5 Repurt

what you do

EEERSKABREIHSFE/ THEARR SR RIS EIRREIEIEITRRHITHEE Report the progress, results

and status of the risk management programme in your annual report or company CSR/Sustainability report.

(ERAENIMRE LREEBNFSHIAERNESIRRHTHARIIIMIRE SIHEE Use professional reporting

tools or self-developed template in line with the market expectations to report both internally and externally.

IREFR oI LAXS/hig/Z kil TR15s, EF 94 Structure your reporting in such a way to enable analysis by

geography, market or functions.

IREMNEHASIEIENER, TS EEERZRIEKR Use consolidated data rather than individual records to ensure that

data privacy requirements are met.

Ex{E3ERE Best practice:

MEEREMERSARSESS. EBE. NERRE (B) . HEARWE/WEE Reporting on the

progress, results and status of the risk management programme is provided at Board level, to appropriate risk committees,

senior management and externally.




E=HRISSIRFZEZH] EXEMPLARY THIRD-PARTY RISK
MANAGEMENT SYSTEM

THIRD PARTY RISK MANAGEMENT

B=RRAEEE
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9251918 POLLS & DISCUSSIONS

SERERINAERERLITE=RREERNAER/IR (2ik)

Does your organization have one or more of the following third-party risk management tools (multiple choices) ?

» RS EE=75RYA)% Questionnaire for third parties to fill out

» F=FRERFERFE Third party due diligence process

» LB TE=ANEERINERNESEIESITER ST Specialised third party information collection / analysis system

» ZHABEERS (ERP) HUFEINEESCIZE =S XIS ETE Use functions of company ERP system to realise third party risk control
» ESBERNE=AXEEESZ/T R No third-party risk management tools in place






2B AYERIFHE BUILD AN EFFECTIVE GRIEVANCE SYSTEM

HIFHEIARABTRER T (EIMBAR) WizABIREEXARBITHIERERIRF., SKRIGFRI—FRFIEHERIZE Grievance mechanism refers to the

settings and protocols of an organization, for the internal and external personnel to file complaints about the conduct of the organization or their employees, and to seek remedies.

BHRRERIFHHEINERLA TSR An effective grievance mechanism should have the following characteristics:

» ZRPHBERARTIESZE Legal and legitimate
ERNATAITREWREE, EEENFM TREEYE, BARKAEUE The methods and tools used must be legal
and legitimate, use and collection of information should be reasonable and free of abuse.

» ERZHIRF Anonymity
FRENESERIRHSIERMEZRXEE The trust of users is paramount for the usefulness of any grievance
mechanism

» 5F{EH User-friendly
RESERELERBRIFIER, BiIRVEIZ S&FEERAIER Only when users can access the grievance

system easily, can the system be fully utilised.
» DNERIEFIER Fair and just, Transparency
(EFAE N A THBA IS E R E A EENERFEWEN, 1HXTNEE 7 RO RRTHRE, F A LA BRI iR

HIFE Y Users should be able to anticipate fair and just results and opinion. The parties involved should be

notified of the progress and have input in the handling process and comment on the mechanism itself.



2B AYERIFHE BUILD AN EFFECTIVE GRIEVANCE SYSTEM

HIFHEIARABTRER T (EIMBAR) WizABIREEXARBITHIERERIRF., SKRIGFRI—FRFIEHERIZE Grievance mechanism refers to the

settings and protocols of an organization, for the internal and external personnel to file complaint about the conduct of the organisation or their employees, and to seek remedies.

» SERRIERRZIE R DI TRHARYZE R Predictable process and results
FRIFYEINGBMRY. HEREFTAIRAEEIERE. BAFRN& ATaEHINAYEER Users need to be able to anticipate
the process, timeline and potential results
» BiFMBERSESIIAYEE Legitimate methodologies should apply
FRIFIERRISMIREER. MR RENFFE B EZMREFMARTHARUTE The reported cases should be handled in line
with laws and regulations, as well as internationally recognised human rights standards.
 ERFINEIRNEITRIEIERPANEBERIEN Developed using a participative and communicative approach
REEHBI S TR, SIS, FERETEGE, BRAIRRT RIS ER SRR SERE 2 M

TAEE(EH/ER Feedback needs to be collected on the design and functionality of the grievance mechanism and
continual improvements should be made. The mechanism needs to also facilitate communication between the

management and users.

» ERiFRREIEIR NSRS RZAYFEERGHE Reported cases should be used for continual improvement
RWERF ST BRI EIRTREIRRIRE S 2=61, RN B1E5ERr LERSKIAEIX &4 Reported cases shall be collected

and analysed, for preventative measures to be developed.




2B AYERIFHE BUILD AN EFFECTIVE GRIEVANCE SYSTEM

RIELATEE, B HE=HRHE Follow the steps to build and improve your grievance system:

1. BYIFRERRIG (BERSHIERSE) 2. EARSERIBiERFIH R EESR IRIEERR ] 3. 8 (RIMER) ARERERIFHLE

To have formal policies and protocols in place Define the department(s) to oversee and run the grievance system in Encourage the use of the system (both internally and

your organisational structure externally)

4. REJLIBRF, SHXARIERRDE 5. LEEREIBURERBRIR 6. HiIRITERIFIT. DR ERRRE
(!l[ﬁﬁé) Communicate the results through effective Proper documentation of reported cases, conduct analysis and

Follow up with case in a timely fashion, discuss possible channels in a timely fashion impact assessment. Report your mechanism and important findings

remedies with affected personnel if suitable in annual report/sustainability report, etc.



IFE SIS POLLS & DISCUSSIONS

ISERTENASRIERFHINEI RUTEER) (Zi%)

What grievance mechanism do you have in place (multiple choices) ?

» BIRIRIERG (RN ARSI a8R//15) Hotline (for internal & external use)

» ZBERIRENG ((NAEBARAER/RIR) Hotline (internal use only)

» ZRIIEHRFE (RIMEBARIIRIZR/ZIE) Email (for internal & external use)

» BRIRIRERE ((NAEBARAIESHR/RIR) Email (internal use only)

» ME. (IETSEESLTS (WIMNBARIEIER/RIE) Wechat, Ding, or similar platforms (for internal & external use)
» RS, FIEIEESTES ((NABEBARTEHR/[IE) Wechat, Ding, or similar platforms (internal use only)

» B (WINBARIYEE8R/ZIE) Comment box (for internal & external use)

» BE0FE ((NHEBARTER/IZIR) Comment box (internal use only)

» R TR Employee representative(s)

alll

» RTZERS Employee committee(s)

» BEMADNTRIERISINENEBER 1M Direct reporting to HR/Legal/Compliance department
» BEMNSZIR Direct reporting to leadership

» ERBETHIFEERIIIE no formal process in place

* SREESERET, 70%ENEERARMILERIEXIHRRRE (FRESAX: 10)

Pre-event survey indicates that 70% of the suppliers have developed grievance channels (Valid feedback: 10)



IR=2=5171€ POLLS & DISCUSSIONS

ISERTENASRIERFINEIZE A5 IEE/EEM (Sik)

Which department (s) in your organization oversees/runs the grievance mechanism (multiple choices) ?

» JERISIERT] Legal/Compliance department

= AJIRIRERI] HR department

» EIEEBEREE Senior management

» H/E L% Line manager

» NEIRERE AE Dedicated personnel inside the organization
" /L\\EIWEB“%I‘—JIVE/J\?E Working group inside the organization
= =75 (M) Third-party platforms

* SRREERER, T0%ERNE SEMERIEXHRIFERE (FRRSAIR: 10)

Pre-event survey indicates that 70% of the suppliers have developed grievance channels (Valid feedback: 10)



RERSII

Internal training



1. ISR ITFE T
A - REEIIER
2. 15| REERIFISR

Decide who should attend the

What does your internal
stakeholders need to know —

choose the topics -
training

.

.“Ay A il it e i il .

.

3. ISR R S

Determine the time and

frequency of training provision

.

4. LSRR

Measure the effectiveness and

impact of the training

.

5. ISR

Where to find suitable

resources



225194 CASE STUDY

o IR - i REESEMARISE =3 KESEIE How to conduct anti-bribery and

corruption third party risk management

o #MIRIBN: WHITE=R R, WHTHTIERBEITFE How to
categorise your third parties, How to conduct initial risk assessment

o HIMZI: MEXESMIEE=AHITH—T T, MNENNFRSIEERIR
BEHITEIR How to further assess high risk third parties, How to manage third
parties of different risk levels

o mMEIl: KISEERRISERIERENSZEIMTARE, IUH#TIRS
BASEHEEE How to monitor for changes and conduct reassessment, How to report

what you do

o IEIRIEHSAIRISR Who should attend the training:

o RIFFIIRBXBEAR (MNiEER/SHI/RUZEBIIF) Responsible
department and relevant management roles (Legal/Compliance/Risk control, etc).
o HAXEIIRRL (MB=FXRAMEEIHEA, BFFXFII]. HE.

%m@%ﬂl‘]kﬁ%) Relevant departments and employees (e.g. third-party

relationship owners including government relations personnel, sales and

procurement personnel).



225194 CASE STUDY

= IE)IAYASE) B2 SRZE Time and frequency of training provision:

o

EHIEII, AESREESERBRETERIHMEISIRIR, SIEBHIITER
ZIItEI regular training. The design of the training should factor in the performance of

the risk management program.

= 3EZj)||I3F{R Training resources:

o

o

AVAIEFHEFIRE Internal policies and protocols

TTAVERER SRR TS L RIS, 90 AIM-PROGRESSE=F R
ﬂ%'—ilﬁﬂﬁﬁtﬁﬁ%ﬂlﬁ@ Resources from industry initiatives such as the AlM-
PROGRESS Third-party anti-bribery & corruption risk management protocol toolkit.

FAREIRE, MESH ( ERMECHEERRPEES=SKE ) , &
g (F=RialRE5KIEE-1SKREELHHNIE) Consulting companies’
resources such as ‘Managing Third Party Risk in a Changing Regulatory Environment’
(McKinsey), ‘Third Party Governance & Risk Management - Turning risk into opportunity’

(Deloitte).

EIFRBLAAX RN Transparency International 276l (EFF2BE=A R
TESESRSRR) , RSESIKROLHH (REBBIKPLITEER)
International organizations’ publications such as the Third-Party Anti-Bribery Framework
Checklists by Transparency International), A Guide for Anti-Corruption Risk Assessment
by UN Global Compact.







RizIEE
Feedback Survey




RS ARSE RS

Thanks for your listening and
participation




